
Active Directory provides the storage, access methods and security for not only the 
operating system, but also the applications that use its services. For these reasons, 
it is vital to ensure Active Directory’s health, security and compliance through 
constant vigilance and powerful best practices. Exchange and File Servers are no 
different. Highly visible infrastructure services that enable productivity and store 
confidential information, Exchange and File Servers demand equal attention if they 
are to remain secure, compliant and available.

For managing the enterprise-wide Windows infrastructure, no solution set is more 
comprehensive than the NetPro Management Suite (NMS). NMS combines the 
power of NetPro’s advanced Diagnostics for Active Directory (DAD) suite with 
the only complete Security and Compliance Suite (SCS), with modules for Active 
Directory, Exchange and File Servers. With NMS, organizations introduce a best 
practices system for infrastructure health, security and control that dramatically 
reduces the risks of degradation, downtime, business-crippling security breaches, 
and non-compliance with government regulations such as HIPAA and SOX.

   •Details the 5 Ws of Active Directory, Exchange and File Server changes
   •Drives compliance with custom reports, published on the web
   •Monitors and reports on compliance initiatives from a centralized dashboard
   •Provides real-time insight into approved and unapproved changes 
   •Tightens internal controls
   •Includes built-in alert library for fast and convenient reference
   •Cuts downtime, speeds Mean Time to Repair by auditing changes as they happen
   •Deploys fast with no consulting or training costs
   •Enables streamlined Windows management through integration with MOM and  
    other platforms

   •Provides active security monitoring and policy enforcement for Active Directory    
    and File Servers 
   •Includes new policies for:
      •Object Locking 
      •Group Membership 
      •Separation of Duties 
   •Enables automatic remediation
   •Bakes in regulatory compliance references and standards comparison  
   •Customizes best practices for improved policy implementation and enforcement
   •Alerts on security issues instantly, cutting downtime and security breaches 
   •Integrates with MOM and other management platforms 
  

NetPro Management Suite
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“NetPro is the only vendor 
that delivers the depth and 
breadth of Active Directory 
infrastructure coverage. 
NetPro is the only source we 
could turn to drive mission-
critical availability, control 
and security for our systems 
across the world.” 

-- Dan Gilbert,
Senior Active Directory Specialist

U.S. Army

ChangeAuditor
Real-Time Auditing for Windows

SecurityManager
Active Security and Policy Management



NetPro sets the Gold 
Standard for distributed 
infrastructure management.  
We build decades of 
experience into every 
enterprise solution, ensuring 
that our customers can 
manage the security, 
compliance and health of 
their Windows, DNS, MIIS, 
and Exchange environments 
with total, unparalleled 
confidence.  Our solutions 
enable organizations to 
improve security and policy 
compliance, increase access 
availability, prevent costly 
disruptions, and enhance 
management efficiencies.  
NetPro counts the U.S. Army, 
Volvo, and Coors Brewing 
among its many customers. 
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   •Enables real-time diagnosis of remote DCs
   •Analyzes Active Directory health via built-in health checks
   •Offers more than 100 customizable tests and baselines 
   •Automates repairs such as replication tuning and user account management
   •Includes a comprehensive replication management console
   •Performs DC baselining and benchmarking over time
   •Delivers Active Directory security configuration reports

   •Detects business-crippling DNS issues on all flavors of DNS server  
    (Microsoft, BIND, QIP, etc.)
   •Cuts troubleshooting with on-demand diagnostics and knowledge base
   •Promises 100% consistency between Active Directory and DNS records:
      •SRV records
      •Active Directory domain delegation

   •Delivers user-defined reports for current and historical reference
   •Automates workflow for implementing GPO changes within Active Directory
   •Implements changes automatically, reducing associated risks and costs
   •Enables users to embrace new business initiatives such as ITIL and MOF
   •Reports on “changes made but not approved” and “approved changes not  
    implemented”
   

   •Diagnoses all of Active Directory’s critical conditions in real-time
   •Provides real-time diagnostics and statistics to identify directory issues
   •Provides Smartlink integration with NetPro’s ChangeAuditor and    
    DirectoryTroubleshooter solutions, creating a true AD Health Console
   •Troubleshoots Domain Controller connectivity
   •Delivers a comprehensive knowledge base for context-sensitive solutions
   •Provides multi-forest views from a single dashboard
   •Highlights the impact of Active Directory on Exchange
   •Provides two-way synchronous communications between the DirectoryAnalyzer  
    Health Console and the MOM console.

ChangeManager
Active Directory Change Control & Workflow Management

DNSAnalyzer
Proactive DNS Diagnostics & Alerting

DirectoryTroubleshooter
Automated Troubleshooting & Repair for Active Directory

DirectoryAnalyzer
Real-Time Diagnostics & Alerting for Active Directory


